Procedimiento de
gestion de
comunicaciones
recibidas a través del
Canal Etico



lgrupo gl Procedimiento de gestion de comunicaciones
elecnor recibidas a través del Canal Etico

I'NDICE)

1. INTRODUCCION, CONTEXTO Y CANAL INTERNO DE COMUNICACION 2
2. OBJETO 3
3. FUNCIONES 3
4. RECEPCION, REGISTRO DE LAS COMUNICCIONES Y ANALISIS Y DECISION SOBRE SU

ADMISION 4
5. INVESTIGACION 6
6. RESOLUCION, CIERRE DEL EXPEDIENTE Y ADOPCION DE MEDIDAS DISCIPLINARIAS O

CONTRACTUALES 8
7. MEDIDAS DE PROTECCION DEL INFORMANTE Y DE LAS PERSONAS AFECTADAS 8

8. GESTIONY CONSERVACION DE LA INFORMACION Y DOCUMJENTACION Y PROTECCION
DE DATOS DE CARACTER PERSONAL 9

9. SEGUIMIENTO Y SUPERVISION, DESARROLLO Y REVISION 10



Igrupo gl Procedimiento de gestion de comunicaciones
elecnor recibidas a través del Canal Etico

1. INTRODUCCION, CONTEXTO Y CANAL INTERNO DE COMUNICACION

Desde elinicio de su historia, el Grupo Elecnor mantiene su compromiso ineludible de asumir los mas altos
estandares éticos en el desarrollo de su actividad, compromiso que es consustancial a su culturay filosofia
empresarialy a los sélidos valores sobre los que se soporta su manera de hacer negocios y de relacionarse con el
entorno. Estos principios y valores tienen su méaximo exponente en el Cédigo Etico y de Conducta del Grupo Elecnor,
que constituye la base de nuestra cultura ética y de cumplimiento y se configura como el instrumento en virtud del
cual el Grupo Elecnor proporciona unas pautas de conducta que orienten el comportamiento personaly profesional de
todas las personas que formamos parte de nuestra organizaciony del resto de personasy compafias que colaboreny
se relacionen con el Grupo Elecnor en el desarrollo de nuestras actividades.

El Grupo Elecnor considera que para la efectiva existencia de una sélida cultura empresarial de integridad y
cumplimiento que esté presente en el proceso de toma de decisiones cotidianas resulta fundamental crear un
ambiente y unas condiciones en las que todas las personas se sientan motivadasy confiadas a la hora de compartir
sus opiniones, dudas o inquietudes con relacién a cualquier situacién que se les presente o de la que sean testigos en
el marco de su relacion con el Grupo Elecnor.

Con el fin de facilitar este proceso de consultay comunicacién, el Grupo Elecnor se ha dotado de un Sistema interno
de informacion en materia de Integridad y Cumplimiento Normativo (integrado dentro del Sistema de Cumplimiento
del Grupo), el cual esta disefado y opera conforme con unos principios de actuacion y compromisos asumidos por
parte del Grupo Elecnor que se encuentran explicitados en la “Politica del Sistema interno de informacion en materia
de Integridad y Cumplimiento Normativo del Grupo Elecnor”*.

Canalinterno de comunicacién en materia de integridad y cumplimiento normativo (Canal Etico)

Sin perjuicio de otros mecanismos y vias de comunicacién que puedan ser empleados por las personas interesadas
con este mismo propésito, el Canal Etico del Grupo Elecnor constituye desde el afio 2011 la principal via de
comunicacién, de caracter confidencial, a través de la cual sus profesionales y/o terceros con interés legitimo pueden
comunicar e informar de buena fe sobre conductas irregulares o contrarias a la legislacidn vigente o a las
disposiciones establecidas en su Cédigo Eticoy de Conducta, normativa en la que se basa y politicas y procedimientos
que lo desarrollan asi como comunicar cualquier duda sobre esta materia o proponer mejoras en los sistemas de
controlinterno existentes. Todos los profesionales del Grupo Elecnor tenemos la obligacién de informar
inmediatamente sobre cualquier practica irregular, comportamiento ilicito o no ético de los que podamos tener
conocimiento o ser testigos.

Las comunicaciones que se realicen por medio de este canal se enviaran a través de la plataforma digital a la que se
puede acceder desde la seccién “Canal Etico” de la pagina web del Grupo Elecnor o directamente a través del
siguiente enlace o al apartado de correos n°® 72 48008 Bilbao, Vizcaya - Espafia, a la atencién: “Canal Etico”. El acceso
a este canal se puede realizar a través de la direccion de correo electronico codigoetico@elechor.com o del apartado
de correos n® 72-48080, a la atencién: “Canal Etico”.

1 El presente Procedimiento, asi como la Politica que el mismo desarrolla, se ha diseflado conforme con los mas altos estandares y
normativas nacionales e internacionales sobre la materia y, en particular, de acuerdo con lo establecido en la Ley 2/2023, de 20 de
febrero, reguladora de la proteccion de las personas que informen sobre infracciones normativas y de lucha contra la corrupcion, que
representa la transposicion al ordenamiento juridico espafiol de la Directiva (UE) 2019/1937, de 23 de octubre de 2019, del Parlamento
Europeoy del Consejo, relativa a la proteccion de las personas que informen sobre infracciones del Derecho de la Unién.
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Las comunicaciones que se reciban a través de este canal seran analizadas y tratadas de forma confidencial y con
respeto a la normativa sobre proteccion de datos personales de acuerdo con el presente Procedimiento. En el caso de
recibir comunicaciones anénimas, éstas seran igualmente analizadasy, en su caso, tramitadas e investigadas
conforme al mismo procedimiento.

Las personas que quieran realizar una comunicacion a través del Canal Etico podrén solicitar a través del mismo su
presentacion mediante una reunién presencial, que deberd producirse en el plazo maximo de siete dias. En todo caso,
la comunicacion debera realizarse siempre por escrito.

Alhacer la comunicacidn, el informante podra indicar un domicilio, correo electrénico o lugar o medio seguros a
efectos de recibir notificaciones.

El Grupo Elecnor no tolera represalias sobre aquellas personas que de buena fe hagan uso de los canalesy
procedimientos establecidos para la comunicacion de conductas potencialmente irregulares.

Elrespeto a la presuncidn de inocenciay el derecho al honor de las personas es una de las maximas premisas del
Grupo Elecnor. Todas las personas de la organizacion encargadas de gestionar materias relacionadas con la integridad
y el cumplimiento normativo pondran la mayor atencion en velar por tales derechos.

2. OBIJETO

El objeto del presente Procedimiento es el de desarrollar la sistematica para la gestion de las comunicaciones que se
reciban a través del Canal Etico del Grupo Elecnor.

3. FUNCIONES

Corresponde al Consejo de Administracion la implementacion de las bases del Sistema a través de la aprobacion de
la Politica del Sistema interno de informacién en materia de Integridad y Cumplimiento Normativo y del presente
Procedimiento que la desarrolla, siendo a su vez funcién de la Comisién de Auditoria su efectiva implantaciony el
seguimientoy supervision de su adecuado funcionamiento.

Corresponde al Responsable del Sistema interno de informacion en materia de Integridad y Cumplimiento Normativo
del Grupo Elecnor (en adelante, el Responsable del Sistema) la gestion diligente del sistema de acuerdo con lo
establecido en el presente Procedimiento. La designacidn, destitucion o cese del Responsable del Sistema es
responsabilidad del Consejo de Administracion, quien garantizara, a través de su Comision de Auditoria, que el mismo
cuente con los recursos necesarios y con la debida independencia y autonomia para asegurar el correcto
funcionamiento del Sistema'y la gestion y tramitacion adecuadas de los expedientes que en su caso Se inicien a raiz de
las comunicaciones recibidas.

El Responsable del Sistema podra apoyarse en las personas que en cada caso determine para atender debidamente a
sus responsabilidades, garantizando siempre le debida confidencialidad y proteccion de los datos personales incluidos
en las comunicaciones que se reciban a través del Sistema.




Igrupo - Procedimiento de gestion de comunicaciones
elecnor recibidas a través del Canal Etico

4. RECEPCION, REGISTRO DE LAS COMUNICCIONES Y ANALISIS Y DECISION SOBRE SU
ADMISION

Al recibir una comunicacién a través del Canal Etico, el Responsable del Sistema, con el apoyo en su caso de las
personas que pudiera considerar apropiado, llevara a cabo las siguientes actividades:

e Revisara el contenido de la comunicacién y determinara si la misma se refiere a potenciales conductas
irregulares. En caso de que la comunicacién tenga por objeto plantear dudas o mejoras en los sistemas de
controlinterno existentes o se refiera a cuestiones no relacionadas con la integridad o el cumplimiento
normativo, el Responsable del Sistema dara respuesta o considerara las mismas como resulte apropiadoy
no se registraran en el “Registro de Comunicaciones del Canal Etico”.

e Cuando el Responsable del Sistema determine que la comunicacion si se corresponde con potenciales
conductas irregulares, registrara la misma en el “Registro de Comunicaciones del Canal Etico”.

e Enviard, a través del mismo canal de recepcion, acuse de recibo de la comunicacion a la persona que ha
realizado la misma en un plazo maximo de siete dias naturales desde su recepcion.

Registro de Comunicaciones del Canal Etico

El Registro de Comunicaciones del Canal Etico (en adelante, el Registro de Comunicaciones) es el fichero en el que el
Responsable del Sistema registrara todas las comunicaciones recibidas a través del Canal Etico.

El Registro de Comunicaciones sera gestionado exclusivamente por el Responsable del Sistema, quien garantizara la
debida confidencialidad de la informacion incluida en el mismo, especialmente en lo que respecta a la identidad de
las personas que hayan realizado las comunicaciones (en adelante, informantes) y de aquellas a las que se refieran los
hechos comunicados (en adelante, personas afectadas) asi como a los propios hechos descritos en las mismas. Su
acceso estara restringido a las personas autorizadas y los datos personales incluidos solo se conservaran durante el
periodo que se considere necesario y proporcionado a efectos de poder acreditar las conclusiones alcanzadas tras las
investigaciones que en su caso se hayan realizado, garantizar la proteccién de los informantes durante el tiempo que
se considere preceptivo o dejar evidencia del correcto funcionamiento del Sistema.

El Registro de Comunicaciones incluira la siguiente informacién con respecto a cada comunicacion:

e (Codigo deidentificacion de la comunicacién (C_BB_XYZ, donde “C” significa “Comunicacion”; “BB” los
ultimos dos digitos del afio; y “XYZ” el numero secuencial de la comunicacién en el afio en curso).

e Fechaderecepcion de la comunicacion.

e Canalinterno a través del cual se ha recibido la comunicacion.
¢ Identificacién delinformante (en su caso).

e Identificacién de la/s persona/s afectada/s.

e  Breve descripcion de los hechos objeto de la comunicacion.

e Resultado/conclusién del analisis/evaluacién preliminar (“Admitida”/“Redirigida a otro/s
departamento/s”/“Rechazada”).
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e Estado (“Abierta”/“Cerrada).

e Fechade cierre del expediente/investigacion.

e Resultado/conclusidn tras la investigacion.

e Actuaciones desarrolladas, conclusiones alcanzadas, medidas adoptadas y otras observaciones.

e Plazo deresolucion (desde fecha de recepcion de la comunicacion hasta fecha de cierre del
expediente/investigacion).

Analisis y decision sobre la admision de las comunicaciones

El Responsable del Sistema, con el apoyo en su caso de las personas que pudiera considerar apropiado, una vez
recibida y registrada, cuando proceda, la comunicacidn, realizara un primer analisis o evaluacion de la misma a los
efectos de determinar si la comunicacion debe ser:

e Admitida, en cuyo caso se iniciara el correspondiente proceso de investigacion.

* Redirigida a otro/s departamento/s, cuando se considere, habida cuenta de la naturaleza de los hechos
comunicadosy de otras circunstancias particulares, que su investigacion y decisidn sobre las eventuales
medidas a adoptar no entran dentro del alcance del Sistema, sin perjuicio del debido seguimiento de este
proceso por parte del responsable del mismo. En este proceso se respetara la debida confidencialidad y
proteccién de los datos personales incluidos en las comunicaciones.

e Rechazada, cuando se considere, en base a la naturaleza de los hechos denunciados o su carencia de
verosimilitud, que no procede iniciar un proceso de investigacion.

Cuando la comunicacion presente indicios que puedan hacer factible su admision o redireccion a otros departamentos
para su gestidn pero su contenido sea insuficiente, incompleto o no proporcione el detalle necesario para poder
completar este analisis o evaluacidn preliminar, el Responsable del Sistema podra solicitar al informante la
informacidn adicional que se considere pertinente.

Elresultado de este andlisis o evaluacion se registrara en el Registro de Comunicaciones.

Cuando tras este primer analisis o evaluacidn el Responsable del Sistema determine que elinformante tiene derecho a
la debida proteccidn frente a represalias por su mera condicion de tal, éste valorara la conveniencia de informar de
este hecho al responsable de Recursos Humanos de la organizacion y a los miembros de la direccion que se identifique
a los efectos de que se adopten las medidas oportunas para preveniry evitar posibles represalias, garantizando en todo
caso la maxima confidencialidad.

Asimismo, el Responsable del Sistema valorara la conveniencia de comunicar a los responsables de las areas o
departamentos que considere oportunos la posibilidad de adoptar determinadas medidas con caracter de urgencia a
los efectos de preveniry evitar la continuacién o repeticidn de los hechos comunicados durante el periodo que dure el
proceso de investigacion. De igual forma, en este proceso se garantizara la maxima confidencialidad.

Recepcién de comunicaciones a través de otros canales internos de comunicacion

Cuando la comunicacion se reciba a través de algun canalinterno de comunicacion, bien sea formal o informal,
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distinto del Canal Etico, la persona que haya recibido la misma se pondra inmediatamente en contacto con el
Responsable del Sistema con el fin de determinar cémo proceder.

Cuando a la vista de la naturaleza de los hechos comunicados el Responsable del Sistema determine que la misma
debe ser gestionada de acuerdo con el presente Procedimiento, se lo comunicara a la persona que haya recibido en
primera instancia la comunicacién para que comunique la misma a través del Canal Etico. Asimismo, el Responsable
del Sistema informara a aquélla de las obligaciones y compromisos en materia de confidencialidad, proteccion de
datos personalesy garantia de derechos del informante y de las personas afectadas que deben respetarse tanto
durante la tramitacién del expediente como tras el cierre del mismo, en su caso.

A partir de ese momento, estas comunicaciones se gestionaran conforme con lo establecido en el presente
Procedimiento.

5. INVESTIGACION

Cuando la comunicacion haya sido admitida, el Responsable del Sistema iniciara el proceso de investigacion, el cual
comprendera todas aquellas actuaciones encaminadas a comprobar la veracidad de los hechos comunicados.

Equipo investigador

La investigacion podra ser realizada por el propio Responsable del Sistema o por las personas que éste determine
atendiendo a la naturaleza de los hechos comunicados y al perfil tanto del informante como de las personas afectadas,
con el fin de que el equipo investigador desarrolle sus actuaciones con la debida independencia y ausencia de
cualquier conflicto de interés, suficiente autoridad y cuente con las mejores capacidades para asegurar el buen fin del
proceso. Asimismo, el equipo investigador garantizara la maxima confidencialidad respecto del contenido de la
comunicaciény, en especial, de la identidad del informante y de las personas afectadas.

Proceso de investigacion

No existe un patrdn fijo para el desarrollo de la investigacion, pues la misma estara condicionada por la naturaleza de
los hechos denunciados y por las circunstancias concretas que acompafien al proceso. El proceso de investigacion,
por tanto, se definira en cada caso en virtud de estas circunstancias particulares.

En todo caso, el equipo investigador tendra en consideracién y desarrollara las siguientes actuaciones:

e Valorara la necesidad y/o conveniencia de mantener comunicacion con el informante durante el proceso de
investigacion a los efectos de solicitar al mismo informacién adicional o pruebas con relacién a los hechos
comunicados.

e Podra solicitar a otras direcciones, areas o departamentos de la organizacion la documentacion e
informacién que considere necesaria y mantener las entrevistas oportunas con las personas que determine a
los efectos de comprobar la veracidad de los hechos comunicados.

e Se atendera debidamente el derecho de las personas afectadas de ser informadas de los hechos que se les
atribuyeny de tener la oportunidad de ser escuchadasy ejercer su derecho a su defensa. En ningun caso se
facilitara a las personas afectadas la identidad del informante ni el acceso a la comunicacidn recibida. Dicha
comunicacion con las personas afectadas tendra lugar, en su caso, en el tiempo y forma que se consideren
adecuados para garantizar el buen fin de la investigacion.
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El proceso de investigacion se desarrollara salvaguardando al maximo la debida confidencialidad de los hechos
investigados y de la identidad del informante y de las personas afectadas.

Todos los empleados del Grupo Elecnor deberan prestar su maxima colaboracion al equipo investigador durante todo
el proceso de investigacion.

Informe de investigaciony conclusiones

Finalizada la investigacion, el equipo investigador elaborara un Informe de Investigacion que sera presentado en su
caso al Responsable del Sistema para su revision, discusion y aprobacién. Este informe contendra al menos la
siguiente informacion:

e (Codigo deidentificacion de la comunicacién en el Registro de Comunicacionesy fecha de registro.
e Una exposicion de los hechos comunicados.

e Lasactuaciones realizadas con el fin de comprobar la veracidad de los hechos comunicados.

e Lasconclusiones alcanzadas.

En virtud del resultado de la investigacion y de las conclusiones alcanzadas, el Responsable del Sistema comunicara a
los responsables de las areas o departamentos que considere oportunos la posibilidad de adoptar determinadas
medidas con caracter de urgencia a los efectos de preveniry evitar la continuacion o repeticién de los hechos
verificados, garantizando en todo caso la maxima confidencialidad.

El Responsable del Sistema informara a la Comisién de Auditoria del resultado y conclusiones de la investigacion, que
seran trasladados a su vez por ésta al Consejo de Administracion cuando lo considere oportuno. Asimismo, en virtud
de la naturaleza de los hechos investigados y de este resultado, y siempre y cuando se considere necesario para el
buen fin del proceso, el Responsable del Sistema informara de sus conclusiones a las areas y departamentos que
considere oportuno, salvaguardando la debida confidencialidad de toda la informacion relativa al expediente y la
proteccidén de los datos personales.

Cuando la investigacion o actuaciones realizadas con el fin de entendery comprobar la veracidad de los hechos
comunicados no hayan requerido especiales comprobaciones o indagaciones, el equipo investigador, y a instancias
del Responsable del Sistema, podra estar dispensado de elaborar el correspondiente Informe de Investigacion en los
términos establecidos en este apartado. En todo caso, el Responsable del Sistema dejara debida constancia de las
actuaciones realizadas y de las conclusiones alcanzadas en el Registro de Comunicaciones.

Plazo

El plazo maximo para completar el proceso de investigacion sera de tres meses desde la recepcion de la
comunicacién, salvo en aquellos casos en los que la investigacion tenga una especial complejidad o dificultad o se den
otras situaciones que justifiquen una ampliacién del plazo, en cuyo caso éste podra extenderse hasta un maximo de
otros tres meses adicionales.
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6. RESOLUCION, CIERRE DEL EXPEDIENTE Y ADOPCION DE MEDIDAS DISCIPLINARIAS
O CONTRACTUALES

Corresponde al Responsable del Sistema la resolucion y cierre del expediente, informando oportunamente a la
Comision de Auditoria y a la instancia, 6rgano o funcion interna competente en cada caso para el establecimientoy
adopcidn de las decisiones y medidas disciplinarias (en el ambito laboral) o contractuales (en las relaciones
mercantiles con terceros) que se considere conveniente en virtud de su conocimiento de los hechos comunicados e
investigados y, en particular, en base a las conclusiones puestas de manifiesto en el Informe de Investigacion
debidamente aprobado por el Responsable del Sistema.

Las medidas disciplinarias que se adopten no sélo se proyectaran sobre las personas que hayan cometido la
irregularidad sino también sobre aquellas que no hayan seguido los procedimientos establecidos por el Grupo Elecnor
para su prevencion y debida respuesta, circunstancia que se considera en si misma una infraccion de los valores y
principios éticos con los que el Grupo Elecnor se ha comprometido.

Las medidas disciplinarias de caracter laboral deberan ser respetuosas con la normativa aplicable, sin que por ello
pierdan contundencia o proporcionalidad con la gravedad de los hechos de los que traigan causa, informando, si
procede, a los Representantes Legales de los Trabajadores.

La informacion relativa a las decisiones y medidas disciplinarias que en su caso se adopten se incorporara al
expediente, procediéndose de este modo a su cierre definitivoy conclusion.

Por otra parte, y en caso de que tras el proceso de analisis e investigacion de la comunicacion y de los hechos
comunicados se determine que la misma haya sido realizada de mala fe, el Grupo Elecnor valorara la posibilidad de
adoptar las medidas disciplinarias oportunas contra los correspondientes informantes. A estos efectos, y taly como
establece la Politica del Sistema interno de informacién en materia de Integridad y Cumplimiento Normativo del Grupo
Elecnor, se entendera como comunicacion de mala fe aquella que no esté basada en hechos o indicios de los que
razonablemente pueda desprenderse un comportamiento irregular, la realizada atin cuando el informante sea
consciente de la falsedad de los hechos y/o los exagere o tergiverse de forma fraudulenta o la realizada con exclusivo
animo de venganza, acoso o difamacién o para buscar un perjuicio personal o profesional a las personas afectadas.

7. MEDIDAS DE PROTECCION DEL INFORMANTE Y DE LAS PERSONAS AFECTADAS

Proteccion del informante

Taly como se establece en el primer capitulo del presente Procedimientoy en la Politica del Sistema de interno de
informacion en materia de Integridad y Cumplimiento Normativo del Grupo Elecnor, el Grupo Elecnor no tolera
represalias, incluidas las amenazas o tentativas de represalia, contra las personas que informen de buena fe a través
de los canales internos habilitados al efecto sobre conductas irregulares o contrarias a los principios y valores del
Grupo Elecnor o a la legislacion vigente (informantes). EL Responsable del Sistema, con el apoyo de las personas que
en cada caso determine, realizara los mayores esfuerzos para garantizar la debida proteccion de los informantes
contra represalias.

A los efectos de este Procedimiento, se entiende por represalia cualesquiera actos u omisiones que perjudiquen al
informante o que, de forma directa o indirecta, supongan un trato desfavorable que sitle a las personas que las sufren
en desventaja particular con respecto a otra en el contexto laboral o profesional, solo por su condicién de informante.




Igrupo - Procedimiento de gestion de comunicaciones
elecnor recibidas a través del Canal Etico

La proteccién contra cualquier tipo de represalia se extendera también a las personas fisicas que asistan al informante
en el proceso, a las personas fisicas que estén relacionadas con éste y que puedan sufrir represalias, como
compaferos de trabajo o familiares, a las personas juridicas para las que trabaje elinformante o con las que mantenga
cualquier otro tipo de relacion en un contexto laboral o en las que ostente una participacion significativay a los
representantes legales de las personas trabajadoras en el ejercicio de sus funciones de asesoramiento y apoyo al
informante.

Cuando el Responsable del Sistema determine que un informante tiene derecho a la debida proteccidn frente a
represalias por su mera condicion de tal, éste informara de este hecho al responsable de Recursos Humanos de la
organizacién y a los miembros de la direccion que se identifique a los efectos de que se adopten las medidas oportunas
para preveniry evitar posibles represalias, garantizando en todo caso la maxima confidencialidad.

Proteccion de las personas afectadas

Las personas afectadas por las comunicaciones (las personas a las que se refieran éstas) tendran derecho, durante la
tramitacion de los expedientes que en su caso se inicien a raiz de las mismas, a la presuncién de inocenciay al honor,
ala defensay de acceso al expediente en los términos establecidos en el capitulo 5 anterior, asi como a la misma
proteccién establecida para los informantes, preservandose su identidad y garantizandose la confidencialidad de los
hechos y datos del procedimiento.

El derecho al honor se preservara mas alla de la finalizacion del proceso de investigacion.

8. GESTIONY CONSERVACION DE LA INFORMACION Y DOCUMJENTACION Y
PROTECCION DE DATOS DE CARACTER PERSONAL

El Responsable del Sistema serd el responsable de archivary custodiar de forma adecuada toda la documentacion
relativa a las comunicaciones recibidas y generada durante el proceso de investigacion, incluyendo los
correspondientes informes de investigacion. La gestion de esta documentacion se realizara garantizando la maxima
confidencialidad de la mismay la debida proteccion de los correspondientes datos personales y solo se conservara
durante el periodo que se considere necesario y proporcionado a efectos de poder acreditar las conclusiones
alcanzadas tras las investigaciones que en su caso se hayan realizado, garantizar la proteccion de los informantes
durante el tiempo que se considere preceptivo o dejar evidencia del correcto funcionamiento del sistema. Este plazo
no sera nunca superior a los diez afos.

Sin perjuicio de esta responsabilidad, todas las personas que han participado en el proceso de investigacion o han
tenido acceso puntual a determinada informacion relacionada con las comunicaciones recibidas deberan contribuir a
garantizar la maxima confidencialidad con respecto a la misma.

Los datos personales que se obtengan como consecuencia de las comunicaciones recibidasy de los procesos de
investigacion que en su caso se deriven de éstas seran tratados con la mas estricta confidencialidad, Gnicamente por
personal autorizado para elloy con la Unica finalidad de investigar los hechos comunicados para comprobar su
veracidad, atender debidamente cualquier duda en el ambito de la integridad y el cumplimiento normativo o propuesta
de mejora en los sistemas de control interno existentes y mantener debidamente actualizado el pertinente Registro de
Comunicaciones. Este registro no sera publico y GUnicamente mediante peticiéon razonada de la autoridad judicial
competente podra accederse total o parcialmente al contenido del mismo.

La base legitimadora para el tratamiento de estos datos personales se encuentra en el cumplimiento de las
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obligaciones legales del Grupo Elecnor derivadas de la aplicacién de la normativa correspondiente y, en particular, de
la Ley 2/2023, de 20 de febrero, reguladora de la proteccion de las personas que informen sobre infracciones
normativas y de lucha contra la corrupcion, que ampara también su eventual comunicacién de manera confidencialy
con las debidas medidas de seguridad a otras areas o departamentos de la organizacioény a las distintas empresas del
Grupo para el buen fin del proceso de investigacion y para la debida adopcion, en su caso, de las medidas
disciplinarias, contractuales o legales que se determinen en cada caso.

Asimismo, podran comunicarse los datos personales registrados en el Sistema a las autoridades administrativas o
judiciales, cuando asi lo soliciten, como consecuencia de cualquier procedimiento derivado del objeto de la
comunicacién formulada, asi como a las personas implicadas en procedimientos judiciales o administrativos incoados
como consecuencia de la investigacion.

En ningln caso se recopilaran ni seran objeto de tratamiento los datos personales que no sean necesarios para el
conocimiento e investigacion de los hechos comunicadosy, en caso de que se obtuviesen accidentalmente, se
procedera a su inmediata supresion.

Elinformante o las personas afectadas podran ejercer, cuando proceda, los derechos de acceso, oposicion,
rectificacion, supresion, limitacion del tratamiento, portabilidad y a no ser objeto de decisiones individuales
automatizadas dirigiéndose por escrito a la direccion de correo electronico lopd@elecnor.com, a través de la cual
podran contactar con el Delegado de Proteccién de Datos del Grupo Elecnor.

9. SEGUIMIENTO Y SUPERVISION, DESARROLLO Y REVISION

Corresponde a la Comisién de Auditoria, conforme a sus competencias, el seguimiento y supervision de la efectiva
aplicacion del presente Procedimiento y de la Politica a la que desarrolla, siendo a su vez competencia del Consejo de
Administracién la aprobacién del presente Procedimientoy de la mencionada Politica. La gestidn diligente del Sistema
interno de informacién en materia de Integridad y Cumplimiento Normativo es responsabilidad del Responsable del
Sistema, nombrado por el Consejo de Administracion y que desarrollara sus funciones de forma independiente y
autonoma, contando con los medios personales y materiales necesarios para ello.

El Responsable del Sistema, en el marco de sus funcionesy sin perjuicio de las facultades de seguimiento y supervision
del presente Procedimientoy de la Politica a la que desarrolla que corresponden a la Comision de Auditoria, podra
desarrollary aprobar las normas de desarrollo del presente Procedimiento que considere necesarias para asegurar el
correcto funcionamiento del Sistema, informando siempre con caracter previo a la Comision de Auditoria.

La Comision de Auditoria, de conformidad con su funcion de seguimientoy supervision del presente Procedimiento,
actualizara el mismo cuando lo considere conveniente y elevara la correspondiente propuesta al Consejo de
Administracion.

La Comision de Auditoria informara periédicamente al Consejo de Administracion sobre el resultado del ejercicio de su
funcién de seguimiento y supervision del efectivo funcionamiento del Sistema.

Aprobacion (Consejo de Administracion): mayo 2023

Ultima revisién (Consejo de Administracién): diciembre 2025
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